What is CISE?

The Basics

Introduction to CISE training
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CISE is a network which:

e Makes existing European and EU/EEA Member
States surveillance systems interoperable

e Enhances classified/unclassified information
sharing among Public Authorities from different
sectors through a voluntary and decentralized
network

e Fosters cooperation and to create synergies
among the stakeholders involved, including civil-
military cooperation

e Avoids duplication of data acquisition, and to
increase the complementarity of the information
and services delivered
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M EMSA

CISE defining features

w» Maritime surveillance processes (monitoring, target and w CISE is not a new system. CISE is an infrastructure
response) require the sharing of information managed by several that enables the sharing of information among
stakeholders through their systems in different formats stakeholders systems based on standard service

through a decentralised architecture
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CISE in context

M EMSA

e The overall legal and policy context is the EU Maritime Security
Strategy (EUMSS)

e The overall strategic oversight is with the EU Member State Expert
Sub-Group on Maritime Security and Surveillance (advisory
committee chaired by DG MARE)

e The CISE Stakeholder Group — Representatives from Member
States and from the Commission, EDA, EEAS, EFCA, EMSA,
Frontex, MAOC (N) and SatCen — addresses the execution of the
activities

e The Friends of the Presidency for the EUMSS are kept informed
(Council body)

e The overall legal and policy context is the EU Maritime Security
Strategy (EUMSS)
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CSG Members
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CSG / Working Groups
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CSG / Working Groups
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M EMSA

Where we are

zo011 2015 2019 2020 2021 2023

NETWORK
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TEST PHASE PROTOTYPE TRANSITIONAL PHASE AFEMSA f OPERATIONAL
ACTIVITIES BY CISE STAKEHOLDERS GROUP

 Pilot . cooperation || £y cISE2020 ‘

\ BlueMassMed
\ Marsuno PROJECT PLAN

» Coordination of the CISE Stakeholders Group
e Communication activities

» Technical and operational support

« Cooperation agreement

= Responsibility to share

* Unclassified / classified network

—_—

w» |In 2019 the Commission (DG MARE) put in place a Transitional Phase (TP) and
EMSA was tasked with its coordination

w» The Transitional Phase (TP) will last until December 2023. Some operational
services will be rolled-out in the network during the TP

» Then, end 2023, the CISE Operational Phase will begin...
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CISE activities /A

Years 2019 2020 2021 2022 2023
Months 4|5|6|7|8|9|10|11|12 1|2|3|4|5|6|7|8|9|10|11|12 1|2|3|4|5 6|7|8|9|10|11|12 1|2|3|4|5|6|7|8|9|10|11|12 1|2|3|4|5|6|7|8|9|10|11|12
Stakeholders

CSG meetings n n H j n m m m m m

Training

Workshop m

Operational

Cooperation Agreement . Draft WG Revision CSG Rev. Signatures . Cooperationa Agreement enforced
Responsibility to Share Requirements Procurement . Development of the audit l Implementation
Pre-Operational Senices | | | | | Definition l exchange implementation

EUCISE2020 deliverables Descoped

Technical
Node V2 Development Common and Core Ewolutive Maintenance (Collaborative, Data Streaming senvices, Security, ...)
| | Testing + SAT

Node Releases 1stT 2ndTC ' M|grat|on Delivery new versions
Technical Support . 2nd line support 1st and 2nd line support 1st, 2nd + 3rd line support

Security/CLASSIFIED

Secutty tudy = el |||||||H|||||||||||||||||||||

Security requirements Requirements definition Implementation
Accreditation/Govenance Accreditation model

Govemnance

geen - activities to be executed in the transitional phase
blue - activities to be executed during the operational phase (activities can startin TP)
red - activities descoped, depreciated or postponed
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Main goals of TP
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Some achievements so far

» All the TP’s activities are on track

version of the CISE catalogue for'fhe 7th CSG 'meeting
= Some results (Cooperation Agreement) ikt BG | ESqui | ESmaw | FI | GR | T
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; " Provde e A
different maritime sectors Vessel Document|maue S LSS0 ot un e st
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h, pull,
» The new version of the CISE catalogue Vessels -
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. . . Q12023 BSCRIBE} Q212022 1dsgevolpu
is under revision and regularly updated 1y
. . . qeflsubscri
(i.e. stakeholder and EU information e

sharing plan)
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CISE technical setup N EMSA

CISE Node — a common block ensuring the
technical + semantic interoperability of CISE
by managing the communication protocol
among the Participants in the CISE Network.

Adaptor — translates the specific formats and
communication protocols used by the legacy
system

Legacy System — existing IT systems from
stakeholders used for maritime surveillance

Stakeholder A Stakeholder B

Lega CISE Lega

Maritime
surveillance IT
system
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How do | join CISE?

Appoint a Member to the CISE

Define the governance mode
and the services to be provided
and consumed

Develop the adaptor linking your
legacy systems to the node

Follow the Responsibility to
Share principle
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Stakeholder Group

* Install and administer the node
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M EMSA

What help will | get?

» Practical guide for joining the network
» Trainings/workshops

» Technical specifications to operate the
node and procure the adaptor

v Node architecture

v Installation and user guide Technical and operationa
» The CISE Node software

> Dévelopment of adaptors
» Installation of the software
» 1st, 2nd and 3™ line support
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More info on CISE

M EMSA

http://www.emsa.europa.eu/cise.html

MVEMSA

IMPLEMENTATION TASKS / OPERATIONAL TASKS / EVENTS / NEWS & MEDIA / PUBLICATIONS

COMMON INFORMATION .
SHARING: ENVIRONMENT Commen Information Sharing Environment (CISE)

Page The Common Information Sharing Environment (CISE) is an EU ‘ IS E
itiative which aims to make European and EU/EEA Member

Transitional Phase States surveillance systems interoperable to give all concerned
authorities from different sectors access to the classified and
Stakeholders undlassified information they need to conduct missions at sea.

Technical specifications

Meetings and workshops P % = 5 i
Maritime CISE: a Common Information.. & m s
Related Links

News & Activities 2nd CISE Stakeholders

Group meeting
04.10.2019

The second _—
stakeholder group % L1l
meeting of the
transitional phase
of the Common
Information
Sharing
Environment
(CISE) took place on 3 October,
gathering representatives from
17 EU/EEA member states, the
European...

CISE CONTACTS

cise@emsa.europa.eu is the
single point of contact for
administrative requests or
questions.

cise-support@emsa.europa.eu
is the single point of contact for
the CISE Stakeholders Group
members to request any
technical and operational o i N )
support. Enhancing information exchange between maritime surveillance
authorities is one of the key strategic objectives of the Union.
Member State authorities carry out many different operational

cise@emsa.europa.eu
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emsa.europa.eu/cise

@ twitter.com/emsa_lisbon HEMSA - CISE

£ facebook.com/emsa.lisbon T —



